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1
Title (Acronym)
oneM2M Service Subscribers and Users (SSU)
2
Justification
The current oneM2M architecture supports enrolment of individual oneM2M devices (i.e. nodes) and applications (i.e. AEs).  Once enrolled, applications (i.e. AEs) can then securely and individually register to a service layer entity (i.e. CSE).    oneM2M also supports M2M Service Subscriptions which define applications and devices that are allowed to register to a CSE. 
However, the current oneM2M architecture lacks complete definition of a service subscriber and users.  Thus, capabilities such as enrolment, access controls / privacy policies and procedures are not supported at the level of abstraction of a service subscriber or a user in oneM2M.  For example, defining the following types of relationships between a service subscriber, users, devices (i.e. nodes), applications (i.e. AEs) and data (e.g. containers, contentInstances, flexContainers, etc) are not currently possible in oneM2M.  
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This lack of support prevents oneM2M developers from operating at the granularity of a service subscriber or user and forces them to operate at the granularity of devices, applications and data.  For example, a single access control policy resource cannot be created which grants a specified service subscriber or a user privileges to access all its devices, applications and/or data.  Likewise, a single M2M Service Subscription resource cannot be created which grants all applications and devices for a specified service subscriber or user privileges to register to a CSE.      

It is worth noting that the oneM2M architecture currently defines some limited functionality to support the concept of a service subscriber, however this functionality is incomplete.  oneM2M defines a <m2mServiceSubscriptionProfile> resource, a M2M Service Profile Identifier (M2M-Service-Profile-ID), and a M2M Service Subscription Identifier (M2M-Sub-ID).  However, the definitions of this resource and these identifiers are incomplete and warrant additional definition to support the notion of service subscribers and users in the oneM2M architecture.   

It is also worth noting that some existing oneM2M security procedures (e.g. Privacy Policy Manager) are dependent on the support of a user/service subscriber, however adequate support has not yet been defined in the oneM2M architecture.     
It is also worth noting that there is complimentary work being started in GSMA and 3GPP to introduce the concept (e.g. define a new identity) of user. For example, identify different users that can use the same UE with customizations of service for each user.  Therefore, there is a possibility for cooperation between oneM2M and GSMA and 3GPP on this topic as well.
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Intended Output
	Tick all the appropriate cases 


	

	√
	Change request(s) to existing Technical Specification(s)

	√
	Change request(s) to existing Technical Reports(s)

	
	New Normative Technical Specifications(s)

	√
	New Permanent Technical Reports(s)

	
	New Temporary Technical Reports(s)


4
Impact 
4.1
oneM2M Work Items

None 
5
Scope

This Work Item will initially focus on the creation of a Technical Report that analyses different approaches for supporting service subscribers and users within oneM2M. The objective of the Technical Report is to examine existing as well as new use cases for which the concepts of a user or service subscriber are applicable and thereafter identify functional gaps in the existing specifications.  Some potential gaps may include the following:

· Enhanced access control policies based on service subscribers and users
· Enhanced M2M Service Subscriptions with support for service subscribers and users.  Leverage existing oneM2M defined <m2mServiceSubscriptionProfile> resource, a M2M Service Profile Identifier (M2M-Service-Profile-ID), and a M2M Service Subscription Identifier (M2M-Sub-ID) and add proper definition and extensions where necessary.
· Enhanced charging functionality with support for service subscribers and users 

· Enhanced enrolment functionality based on service subscribers and users 

· Definition of service subscriber and user profiles that define rules, policies and/or preferences regarding a service subscriber or user

· Interworking between oneM2M and 3GPP at the level of a user or service subscriber

Note, additional gaps may be identified after examination of use cases.

Based on this analysis, normative solutions will be proposed and captured in the corresponding specifications, i.e. TS-0001 and TS-0003.
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Schedule and impacted specifications
Provide the schedule of tasks to be performed;
	New Specifications (if any)

	Document
Type
	Document
Number*
	Title
	
Schedule (TP No.)
	Lead WG
	Impacted WGs
	Comments

	
	
	
	Start 


	Change Control 
	Freeze


	Approval


	
	
	

	TR
	54
	
	TP 33
	
	TP44
	TP45
	WG2
	. WG1
	


* Optional for first versions (i.e. before it will be assigned by the secretariat)
	CRs to existing specifications (if any)

	Impacted

TS/TR
	CR number (when known)
	Subject of the CR
	Approved at plenary#
	Impacted WGs
	Comments

	TS-0001
	
	Enhancements to TS-0001
	TP45
	WG2
	

	TS-0003
	
	Enhancements to TS-0003
	TP45
	WG2
	

	TS-0004
	
	Enhancements to TS-0004
	TP45
	WG2
	

	TR-0001
	
	Additional usecases to TR-0001
	TP45
	WG1
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